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DIRECCION DE COMPRAS Y CONTRATACION PUBLICA

APRUEBA POLITICA DE GOBIERNO DE DATOS

FECHA, 02 de abril de 2024

VISTOS:

Lo dispuesto en la Ley N°18.575 Organica Constitucional de Bases General de la

Administracion del Estado, cuyo texto Refundido, Coordinado y Sistematizado fue fijado
por el D.F.L. N°1/19.653, de 2001, del Ministerio Secretaria General de la Presidencia;

la Ley N° 19.880, que Establece Bases de los Procedimientos Administrativos que Rigen

los Actos de los Organos de la Administracion del Estado; la Ley N° 19.886, de Bases

sobre Contratos Administrativos de Suministro y Prestacién de Servicios; en el Decreto

N° 250, de 2004, del Ministerio de Hacienda, que aprueba su Reglamento; en el Decreto

N°792, de 2023, del Ministerio de Hacienda, que nombra a la Directora de la Direccion

de Compras y Contratacién Publica; en la Resolucion N°35-B, de 2024, que aprueba

Nuevo Estatuto Interno para la Direccién de Compras y Contratacion Publica; y en las

Resoluciones N°s 7, de 2019 y 14 de 2022, de la Contraloria General de la Republica,

gue establece normas sobre exencion del tramite de toma de razén.

CONSIDERANDO:

1.

Que, la Direccion de Compras y Contratacién Publica, en adelante Direccion
ChileCompra o DCCP, es un servicio publico descentralizado, sujeto a la
supervigilancia del Presidente de la Republica a través del Ministerio de Hacienda,
cuya principal funcién consiste en administrar el Sistema de Compras Publicas de
Chile, a través del cual los organismos de la Administracion del Estado realizan
de manera independiente sus compras y contrataciones y los proveedores ofertan

sus bienes y servicios.

Que la Direccién ChileCompra tiene como misién liderar un sistema de compras
publicas eficiente, con altos estdandares de probidad y transparencia,
promoviendo la participacion y sustentabilidad, para el buen uso de los recursos

en beneficio de las personas.

Que esta Direccidn entiende el valor de los datos que administra, considerandolos
activos clave para su gestion y desarrollo, asi como la relevancia de la calidad de
los datos para el buen uso de los recursos publicos, debiendo por tanto gestionar
estos datos, asegurando el adecuado tratamiento de la informacion institucional
y de los usuarios del Sistema, asi como la calidad, integridad, seguridad,

privacidad e interoperabilidad de la informacion.



4. Que, en virtud de lo anterior, se ha estimado necesario establecer como funcién
institucional el ejercer un gobierno de datos, que determine y controle la forma

en que estos son utilizados.

5. Que, dicho gobierno de datos se establecera a través de una Politica de
Tratamiento de Datos, la cual es consistente con la regulacion aplicable, en
especial con la Ley N°20.285 de Acceso a la Informacion Publica y Ley N°19.628

de Proteccién a la Vida Privada.

RESOLUCION:

EXENTAN° 0143 B/

1. APRUEBASE la politica de gobierno de datos de la Direccion de Compras y
Contratacién Pablica, cuyo texto integro se transcribe a continuacion.

“POLITICA DE GOBIERNO DE DATOS
V1.0

1. REVISIONES
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3. DECLARACION INSTITUCIONAL

La Direccidon de Compras y Contratacién Publica (en adelante ChileCompra) administra
desde su creacién en el afno 2003 el Sistema de Informacion y Gestion de Compras
Publicas del Estado de Chile regido por la Ley N° 19.886, entiende el valor de los datos
gue administra, considerandolos activos clave para su gestion y desarrollo, asi como la
relevancia de la calidad de los datos para el buen uso de los recursos publicos; por tanto
se compromete a gestionar estos datos, asegurando el tratamiento adecuado de la
informacion institucional y personal de los individuos, asi como la calidad, integridad,
seguridad, privacidad e interoperabilidad de la informacion.

4. INTRODUCCION

Las organizaciones hoy generan mas datos que nunca, con un crecimiento exponencial
esperado de hasta 175 ZB para el afio 2025.



ChileCompra no se encuentra ajena a este contexto y entendiendo la relevancia y
volumen de informacidn que maneja es consciente que los datos deben ser
administrados como un activo si se desea generar un proyecto sostenible en el largo
plazo, aumentando la eficiencia en el gasto publico y generando proyectos que
apalanquen la generacion de valor de los datos que subyacen en sus bases de datos.

Con la misidn de liderar un sistema de compras publicas eficiente, con altos estandares
de probidad y transparencia, promoviendo la participacion y sustentabilidad, para el
buen uso de los recursos en beneficio de las personas, ChileCompra es una institucién
que busca asegurar un buen uso de los recursos en las compras publicas.

El principal mandato legal de la Direccion ChileCompra radica en generar mayores
niveles de transparencia a través de la disposicion de los datos de compras publicas a
través del Sistema de Informacién y Gestion de Compras Publicas del Estado de Chile,
el que se traduce en la plataforma transaccional de e-procurement
www.mercadopublico.cl que utilizan los ministerios, entidades publicas, municipalidades,
hospitales y servicios de salud, universidades, Fuerzas Armadas y de Orden, buscando
simplificar los procesos de compra y oferta de manera a disminuir la burocracia y
aumentar el buen uso de los recursos. ChileCompra ha estado enfocada asimismo en
generar datos abiertos para facilitar la comprensién y el uso de la informacion por parte
de la ciudadania y las comunidades. Para ello dispone del sitio de https://datos-
abiertos.chilecompra.cl/.

En la plataforma transaccional de compras publicas www.mercadopublico.cl Ia
ciudadania puede ver qué, cémo, a cuanto, quién y a quién compra el Estado. Desde
adquisiciones simples -que van desde un |apiz- a otras sumamente trascendentes como
mamagrafos, vehiculos de Carabineros, computadores o elementos para dar respuesta
ante situaciones de catastrofe.

Mercado Publico es la plataforma transaccional intermediaria entre las entidades publicas
regidas por la Ley N° 19.886 y las personas y empresas que venden sus bienes
y servicios. Las adquisiciones de bienes y servicios por parte de los organismos publicos
abarcan el 4,9% del Producto Interno Bruto. Esto es 16.288 millones de ddlares en el
afio 2023, en un sistema en donde participan mas de 19 mil compradores y
compradoras, y mas de 119.126 mil proveedores y proveedoras de todo el pais. El
crecimiento real de los montos transados en Mercado Publico en los Ultimos 10 anos ha
sido de 97%, lo que equivale a un crecimiento del 7% promedio anual.

Desde la plataforma de Mercado Publico se extraen dos tipos de datos:

e Datos integros: extraidos directamente de la base de datos de Mercado Publico,
tal como fueron ingresados por proveedores y proveedoras y organismos
compradores. Por lo tanto, las cifras presentadas corresponden a estimaciones
proporcionadas mediante autodeclaracién por parte de los usuarios y usuarias de
la plataforma. Por ejemplo, cabe considerar que existen 6rdenes de compra (OC)
cuyos montos representan un contrato de un servicio a 3 afios, no obstante, éstas
se registran como una transaccion del afio en que se emitio la orden de compra.
En la practica los pagos se deduciran de los presupuestos anuales durante dichos
3 afos de la respectiva institucidon. En otros casos, en particular en lo que dice
relacion a licitaciones, el valor licitado es sélo estimativo registrandose a veces
licitaciones con un valor de $ 1 -en las que el organismo comprador no pudo
efectuar la estimacion- y otras con valores desproporcionadamente altos en
funcidén del producto o servicio a comprar. Asimismo, existen érdenes de compra
con valores negativos -lo que no corresponde para una compra publica- dado que
los organismos compradores emiten en forma erronea dichas OC para formalizar
descuentos.

e Datos procesados: Son datos procesados y depurados mensualmente por la
Direccion ChileCompra para generar una estimacioén del valor econémico de las
transacciones realizadas en Mercado Publico. Estos datos son extraidos
mensualmente desde la base de datos de Mercado Publico, fueron transformados
a una moneda comun de forma que puedan ser agregados y fueron eliminadas
las transacciones que presentan valores fuera de rango o atipicos en el campo de
monto de la orden de compra. Representan una aproximacioén a cifras econémicas
y estadisticas y se encuentran sujetos a las siguientes variaciones:

o Por rectificacion de los usuarios y usuarias.



o Por accion de la Direccion ChileCompra respecto de los valores atipicos.
o Por modificacion de las convenciones utilizadas para efectuar estas
estimaciones.
El establecimiento del gobierno de datos como una funcién institucional, permite
aumentar la eficiencia de los procesos determinando cémo los datos son usados y
controlados de manera completa. Algunos de los beneficios esperados de la instauracion
del gobierno de datos son:

e Mejoras en la calidad de datos, a través de la definicién de kpis de calidad por
parte de los custodios y la instalacion de los respectivos controles.

e Definiciones consistentes en la terminologia de negocio, a través de la creacion
de un glosario de términos institucional.

e Uso consistente de la informacién levantando un catélogo de datos institucional.

e Confianza en la informacion para la toma de decisiones

e Aumento de la colaboracién entre las unidades de negocio, a través de un marco
de trabajo establecido y la publicacidon de los activos de datos disponibles para
consulta.

e Uso apropiado de la informacién, estableciendo quién, qué y cdmo se accede a
los datos.

e Cumplimiento normativo como: ley de proteccién de datos personales, ley de
transparencia, Ley de compras publicas y Ley de Transformacion digital.

e Mejoras en la performance de Mercado Publico, estableciendo modelos de datos
acorde a los requerimientos de negocio.

5. OBJETIVOS

Con el fin de lograr gestionar adecuadamente los activos de datos, ChileCompra se
plantea los siguientes objetivos especificos.

e Asegurar la calidad, privacidad, uso, acceso, integridad de los datos de la
institucion, entendidos estos como los generados por la operacion del Sistema de
Informacion y Gestion de Compras Publicas y sus servicios complementarios.

e Agregar valor a la informacion generada producto de la operacién del Sistema de
Informacion y Gestion de Compras Publicas del Estado de Chile a través de su
plataforma de www.mercadopublico.cl y sus servicios complementarios.

e Transformar a la institucion en una organizaciéon Data Driven, donde los datos
son el centro de las decisiones que fomentan el buen uso de los recursos publicos.

e Aumentar la eficiencia en el funcionamiento de Mercado Publico a través de la
mejora de los modelos de datos que lo soportan.

6. ALCANCE

La presente politica aplica a todas las Divisiones, Departamentos, Areas, funcionarios y
funcionarias pertenecientes a ChileCompra, asi como a las entidades, tanto internas o
externas que consuman o modifiquen datos de esta Direccidn y de la plataforma Mercado
Publico. Aplicara sobre todos los datos que se definan como Activo independiente de su
formato o medio de almacenamiento.

7. ROLES Y RESPONSABILIDADES

Para el funcionamiento del Gobierno de Datos, ChileCompra ha definido una estructura
funcional compuesta de tres partes principales: El consejo de gobierno de datos, la
oficina de gobierno de datos y mesas de trabajo, definiendo ademas la creacién de
nuevos roles como: Encargado de Gobierno de Datos y Custodios de Datos.
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Figura 1: Estructura de Gobierno de Datos ChileCompra

7.1 Consejo de Gobierno de Datos

El Consejo de Gobierno de Datos corresponde al 6rgano mayor de la estructura de
Gobierno de Datos y es encargado de dirigir la Estrategia de Datos de la institucion. En
ChileCompra se define la siguiente estructura:

Seran miembros permanentes del consejo o quien los subrogue:

1. Director(a) ChileCompra

2. Jefe(a) Division de Estudios y Politicas de Compra.

3. Jefe(a) Departamento de Seguridad de la Informacion y Ciberseguridad.
4. Jefe(a) Departamento de Comunicaciones.

5. Jefe(a) Divisién de Tecnologia.

6. Jefe(a) Division de Gestion Usuaria.

7. Jefe(a) Division de Compras Publicas.

8. Jefe (a) Departamento de Mercado Publico

9. Jefe(a) Departamento Observatorio ChileCompra

10. Jefe(a) Area de Estrategia y Gestién Institucional

Ademas, se define la participacion de Fiscalia, drea que ejercera un rol de apoyo a pedido
cuando las decisiones en torno a los datos involucren asuntos legales. No obstante lo
anterior, con el fin de optimizar el uso de los tiempos de sesién, el fiscal podra definir la
participacion permanente de un colaborador de dicha unidad.

El consejo de gobierno de datos a través de su Director(a) o la jefatura de la Divisidén de
Estudios podran invitar a participar a otras areas relevantes a las sesiones ordinarias del
consejo.

Las decisiones del consejo se realizaran por mayoria simple, con el voto de los miembros
permanentes o quien les subrogue, donde ante empate decidird la Presidencia del
Consejo.

8. FUNCIONES DEL CONSEJO DE GOBIERNO DE DATOS

¢ Toma decisiones y genera lineamientos sobre aspectos estratégicos, que afecten
el uso, integridad y calidad de los datos, asi como decisiones asociadas a la
creacién, acceso, actualizacion y eliminacidon de registros oficiales y aquellos
escalados por la Division de Estudios y Politicas de Compra.

e Prioriza la ejecucion de proyectos de datos (iniciativas).

e Controla los avances de los proyectos de datos.

e Asigna recursos en términos de personas, tiempo y costos para la correcta
implementacion de los proyectos y la instalacion de las politicas.

e Decide sobre la priorizacion en la incorporacion de activos de la organizacion,
esto ya sea en la seleccién de entidades activo a gobernar o la introduccién de
nuevos sets de datos provenientes de fuentes oficiales y validadas.



8.1 Oficina de Gobierno de Datos

El rol de la Oficina de Gobierno de Datos es ejecutado por la Division de Estudios y
Politicas de Compra través de sus funciones relacionadas a datos. Es la encargada de
coordinar iniciativas, escalar situaciones y resguardar las politicas y procedimientos que
rigen la operacion y catalogacién de los activos de datos de la institucion. Entre sus
principales funciones se cuentan:

e Desarrollar artefactos de gobierno de datos como, guias, plantillas de entidades
activo, matrices de impacto y procedimientos de gobierno de datos.

e Informar a la comunidad sobre las politicas y estandares asociados al uso de la
informacién institucional.

e Generar y controlar requerimientos de gobierno de datos.

e Participar de las mesas de trabajo en los proyectos de datos.

e Mantener control y catalogacion sobre las entidades activo de la institucion.

e Capacitar a los custodios de datos en las funciones requeridas para el buen
desempefio de su rol.

e Mantiene actualizada la Politica de Gobierno de Datos.

8.2 Jefatura de Division de Estudios y Politicas de Compra
Es responsable de la operacion de la Oficina de Gobierno de Datos asumiendo las
siguientes funciones:

e Tiene bajo su responsabilidad el cuidado de los activos de informacion esenciales
de la institucion, detectando y alertando sobre riesgos asociados a los datos los
cuales reporta al consejo de gobierno de datos.

e Controlar a alto nivel las iniciativas de gobierno de datos segun lo reportado por
el encargado de gobierno de datos.

e Revisar, autorizar u observar, acciones, iniciativas o lineamientos institucionales
que afecten los datos de la institucion, ya sea por su cuenta o haciéndose
asesorar por la oficina de gobierno de datos.

e Participar en las sesiones del consejo de gobierno de datos, presentando avances
de proyectos de datos, incorporacién de entidades activos, incidencias vy
situaciones escaladas por la oficina de gobierno de datos.

e Mantener actualizada la politica de Gobierno de Datos en funcion de la evolucion
de la madurez de la institucion y nuevos requerimientos que puedan emanar
tanto del funcionamiento interno de ChileCompra, como de exigencias legales o
de organismos de control.

8.3 Encargado de Gobierno de Datos

El Encargado de Gobierno de Datos, es un rol de caracter permanente dependiente de
la Divisién de Estudios y Politicas de Compra cuyo objetivo es operacionalizar esta
politica y debera cumplir las siguientes funciones:

e Crear y mantener estandares, politicas y procedimientos para la gestion de datos.

e Asegurar que los activos cumplen con los objetivos declarados por ChileCompra.

e Identificar y escalar necesidades de creacién y definicion de entidades activos,
asi como su puesta en marcha y definicidn.

e Capacitar a custodios de datos en las funciones propias de su cargo.

e Apoyar a los custodios en las definiciones de métricas de calidad.

e Coordinar los equipos de custodia para el cumplimiento de las politicas.

e Asistir a la jefatura de Division en la preparacién de sesiones de consejo de
gobierno de datos.

e Reportar a la jefatura de divisién sobra las acciones realizadas en materias de su
competencia.

e Construir y mantener los artefactos de gobierno de datos (guias de trabajo,
plantillas, manuales, catalogos de activos y estandares).

8.4 Mesas de Trabajo por dominio/tematica

Las mesas de trabajo son instancias en donde participan actores que tienen implicancia
en definiciones de los flujos de informacion de los activos de datos (creacién, lectura,
modificacion eliminacién). Las mesas de trabajo se forman para generar requerimientos,
ejecutar iniciativas de gobierno de datos o escalar situaciones que afectan los flujos



antes mencionados. Las mesas de trabajo estaran conformadas por el encargado de
gobierno de datos, el requirente de la mesa de trabajo (Product Owner) y otros usuarios
clave con participacion en la problematica a resolver.

Las mesas de trabajo tienen una duracion acotada que se extendera de acuerdo con la
duracion del proyecto de datos al que tribute.

8.5 Custodios de datos
Los custodios de datos son responsables de garantizar que, en el dia a dia y en cada
proyecto, se cumplan las politicas, procesos e iniciativas de gobierno de datos.

ChileCompra para su operacion define dos niveles de custodia:

a) Custodio Institucional: un tipo de custodio que tiene supervision de un dominio
de datos a través de las diferentes funciones de la organizacién.
b) Duefo de datos: custodio de negocio que tiene autoridad de aprobacién para
decisiones sobre datos dentro de un dominio especifico.
Los custodios de datos deberan cumplir con las siguientes funciones minimas:

e Definir, formalizar y comunicar los aspectos relacionados con la entidad de la cual
es responsable.

e Cumplir con las reglas de administracién de la/s entidad/es a su cargo.

o Identificar y gestionar la creaciéon de controles de calidad para la entidad que
gestionan, alertando oportunamente cualquier problema detectado a las areas
gue generan la situacion, asi como a la oficina de gobierno de datos.

Los custodios de datos podran tener muchas entidades activo a su cargo de ser
necesario, pero una entidad o activo solo puede tener un Unico custodio.

Independiente de las definiciones aqui contenidas el detalle de las funciones de estos
roles, quedara finalmente oficializado y presentado en mayor detalle en los actos
administrativos de creacion y/o designacién de estos roles y estructuras.

9. POLITICAS ESPECIFICAS DE GOBIERNO DE DATOS

9.1 Politica de acceso a datos
La politica de acceso a datos tiene por objetivo garantizar el acceso adecuado a los datos
e informacion institucional de ChileCompra.

La misién de la direccion ChileCompra es liderar un sistema de compras publicas
eficiente, con altos estandares de probidad y transparencia, promoviendo la participacion
y sustentabilidad, para el buen uso de los recursos en beneficio de las personas. La Ley
de Compras Publicas N° 19.886 establece en su articulo 18 que los organismos publicos
deberdn cotizar, licitar, contratar, adjudicar, solicitar el despacho y, en general,
desarrollar todos sus procesos de adquisicidon y contratacién de bienes, servicios y obras,
utilizando solamente los sistemas electrdnicos o digitales que establece ChileCompra.

A su vez, para cumplir con este objetivo se aplican las definiciones establecidas en la
Ley 20.285 respecto al acceso a la informacién:

e Datos publicos: En virtud del principio de transparencia de la funcién publica,
los actos y resoluciones de los 6rganos de la Administracién del Estado, sus
fundamentos, los documentos que les sirvan de sustento o complemento directo
y esencial, y los procedimientos que se utilicen para su dictacién, son publicos,
salvo las excepciones que establece esta ley y las previstas en otras leyes de
guérum calificado.

Asimismo, es publica la informacion elaborada con presupuesto publico y
toda otra informacion que obre en poder de los drganos de la
Administracion, cualquiera sea su formato, soporte, fecha de creacion,
origen, clasificacion o procesamiento, a menos que esté sujeta a las
excepciones sefaladas.

e Datos secretos o reservados: son los datos que la ley de quérum calificado
establecid que son reservados o secretos, o respecto de los cuales concurre
alguna de las causales establecidas en el articulo 21 de la ley 20.285.



Estas clasificaciones deben estar presentes en la definicion de cada entidad activo la cual
sera manejada por el custodio de esta, por lo que cualquier duda respecto los accesos a
la entidad seran responsabilidad de este rol. No obstante lo anterior, la oficina de
gobierno de datos deberd mantener registro de los accesos concedidos y la clasificacion
de los datos a los cuales se entrega acceso.

Adicionalmente se definen las siguientes normas basicas:

e No se utilizardn herramientas tecnoldgicas de extraccion y manipulacion de datos que
no sean las definidas por ChileCompra en sus procedimientos.

e Los datos declarados como de maxima confidencialidad no podran ser extraidos
directamente, sino que deberan canalizarse a través de la oficina de gobierno de dato
y el encargado de transparencia.

e Sera responsabilidad de la oficina de gobierno de datos generar los procedimientos
adecuados para autorizar el acceso a los datos de las entidades gobernadas.

e Esta politica adscribe a lo consagrado en la ley 20.285 de acceso a la informacién
publica.

9.1.1 Operacion del acceso a datos

Con respecto a otros datos que no sean aquellos que dispone en forma

transparente y abierta ChileCompra a través de sus plataformas

www.mercadopublico.cl y https://datos-abiertos.chilecompra.cl/, cabe precisar lo
siguiente: Se diferenciaran las solicitudes de acceso a la informacion en tres
clasificaciones:

o Solicitudes de acceso a la informacion por Ley de Transparencia por parte

de la ciudadania.

o Solicitudes de acceso a informacién por parte de los medios de

comunicaciones.

o Solicitud de acceso a informacién de unidades internas de ChileCompra.
Las solicitudes de acceso a la informacion por Ley de transparencia seran
canalizadas a través de Fiscalia, unidad contraparte del Consejo Para la
Transparencia, aplicando los procedimientos que defina para ello.

Las solicitudes de acceso a la informacién por parte de los medios de

comunicacién seran canalizados a través del departamento de Comunicaciones

en coordinacidn con Direccion, Fiscalia y la oficina de gobierno de datos.

Las solicitudes de acceso a informacion de unidades internas tendran la siguiente

operacion:

e La oficina de gobierno de datos solo respondera solicitudes de acceso para
datos de entidades que se encuentren gobernadas.

e Las solicitudes de acceso a informacion se enviaran al encargado de gobierno
de datos, quien a su vez validara el acceso con el custodio de la entidad.

e Para realizar solicitudes de acceso a informacion la oficina de gobierno de
datos definira un “formulario de acceso a informacion”. El cual formalizara la
solicitud, la cual debe como minimo contener:

o Nombre del requirente

o Servicio/unidad de solicitud
o Fecha de solicitud

o Descripcion de la solicitud

e Respecto a la descripcion de la solicitud, los requirentes deberan especificar
claramente los campos de informacion a los que desean acceder, e indicando
los criterios con los cuales requiere la informacion. En la ausencia de criterios
el custodio y la oficina acordaran cual sera el criterio con el cual informar.

e Basado en la clasificacion de acceso y uso de los datos, la solicitud podria
denegarse total o parcialmente. A lo cual el requirente podria apelar,
escalandose la solicitud al consejo de gobierno de datos.

e La oficina de gobierno de datos sera la encargada de operacionalizar esta
politica a través de la generacion de procedimientos y formularios descritos.

e Para solicitudes de informaciéon de entidades no gobernadas, la oficina de
Gobierno de Datos operara de la siguiente manera:

o Se debera tomar registro de la solicitud de informacidon igualmente
mediante formulario.




o Se podra generar una iniciativa/mesa de trabajo con el fin de dar
respuesta a la solicitud en la cual deberan participar los stakeholders,
a saber: Solicitante, contraparte TI, Product Owner, y otros que pueda
definir el encargado de gobierno de datos.

o Una vez entregada la respuesta el encargado de gobierno de datos
tendra la obligacion de documentar el método de extraccion definido
para la respuesta lo que deberd incluir, sin limitarse: criterios de
consulta, consulta SQL, cédigos fuentes utilizados.

9.2 Politica de uso de datos

e Los funcionarios y funcionarias de ChileCompra, podran hacer uso de los datos
mientras estos sean necesarios para las funciones de su cargo.

e Los datos de la institucion y/o personas no podran ser utilizados para actividades
que no estén relacionadas con la institucion.

e La informacién no podra ser utilizada para el desprestigio intencionado de la
institucion, entidades y personas.

9.2.1 Operacion del uso de datos

e Los funcionarios y funcionarias que manipulen datos deben tener un perfil,
autorizacion y competencias adecuadas para ello. A saber:

o Comprension de los datos manipulados y las definiciones asociadas a ellos.

o Competencias demostrables en la herramienta utilizada para |la
manipulacién de datos.

o Su contrato contemplara una clausula de confidencialidad respecto al uso
de informacién confidencial y/o sensible.

e Los datos manipulados o explotados no pueden ser sacados fisica o
electrénicamente de las dependencias de ChileCompra, salvo que exista
autorizacién previa.

e Se darda autoridad para actuar sobre los datos, solo a funcionarios vy
funcionarias cuyas tareas lo especifiquen y tengan responsabilidad para esto.

e Para que el uso de un dato sea clasificado para difusion externa, estos deberan
haber pasado por un proceso de validaciéon de Fiscalia y el Departamento de
Comunicaciones.

9.3 Politica de Datos sensibles y tratamiento de datos personales

La politica de uso de datos de ChileCompra adscribe a la regulacién vigente de acuerdo
con lo establecido en la Ley Nro 19.628 de proteccién de la vida privada, asi como a las
recomendaciones y buenas practicas del Consejo para la Transparencia (CPLT) sobre la
proteccién de datos personales.

Teniendo como base esta ley y recomendaciones los datos personales seran clasificados
de la siguiente forma:

Datos personales: Los relativos a cualquier informacién concerniente a personas
naturales, identificadas o identificables, ya sea que se trate de informacion numérica,
alfabética, grafica, fotografica, acustica o de cualquier otro tipo, no importando el
soporte en el que conste.

Datos sensibles: Aquellos datos personales que se refieren a las caracteristicas fisicas
0 morales de las personas o a hechos o circunstancias de su vida privada o intimidad,
tales como los habitos personales, el origen racial, las ideologias y opiniones politicas,
las creencias o convicciones religiosas, los estados de salud fisicos o psiquicos y la vida
sexual.

La proteccién de datos personales debe estar basada en los siguientes principios:

a) Principio de licitud
I. Principio de calidad de los datos
II. Principio de veracidad
III. Principio de finalidad
b) Principio de proporcionalidad
c) Principio de informacidn
d) Principio de Seguridad
e) Principio de Confidencialidad o secreto.



f) Deber de proteccion especial de los datos personales sensibles.

9.3.1 Operacion de los datos personales y sensibles

El tratamiento de los datos podra realizarse cuando la ley asi lo autorice o el
titular a quien conciernen los datos preste su consentimiento, otorgado
previamente, para un tratamiento especifico.

Los funcionarios y funcionarias podran acceder a los datos personales Unicamente
cuando exista una finalidad legitima asociada al cargo que se ocupa, por lo que
los datos no pueden ser usados para otros usos distintos para los que los usuarios
han sido puestos en conocimiento.

Se debera asegurar que los datos sean completos y actualizados y se tomaran
las medidas para rectificar o eliminar informacién cuando esta sea inexacta.

9.4 Politica de calidad de datos

El proposito de la politica de Calidad de Datos es garantizar que cada uno de los objetos
definidos como Activo tenga definida una calidad esperada y un protocolo de revision y
correccién del cumplimiento de dichas expectativas.

En ChileCompra, la calidad de la informacién serd medida en base a su exactitud,
completitud, disponibilidad, consistencia y unicidad.

a) Exactitud: Corresponde a los medios por los cuales se verifica que los
sistemas a través de los cuales se ingresan y mantienen los datos cuentan
con las restricciones necesarias para evitar errores.

b) Completitud: se realizan esfuerzos razonables para que la informacién
institucional sea lo mas completa posible.

c) Disponibilidad: los datos se encuentran disponibles a través de medios
de facil uso para los usuarios autorizados que les permiten acceder a ellos
de forma oportuna y transparente.

d) Consistencia: implica que una serie de criterios o reglas de negocio son
aplicados de manera transversal en la institucion con el fin de mantener
la uniformidad en los resultados de los reportes generados.

e) Unicidad: asegurar que los registros son uUnicos en el contexto de un set
de datos o a través de un conjunto de set de datos. Un alto nivel de
unicidad asegura la reduccién de data duplicada y evitar la superposicion
de esta a través de las diferentes areas funcionales.

9.4.1 Operacion de la calidad de datos

Los custodios definirdn las métricas de calidad de las entidades apoyados por la
oficina de gobierno de datos.

Se debera disponer las herramientas que permitan monitorear las métricas de
calidad establecidas.

Los custodios tienen la obligacién de monitorear y reportar los problemas de
calidad a la oficina de gobierno de datos a través de incidencias de calidad datos.
Una incidencia de calidad de datos corresponde a cualquier desviacion detectada
en las métricas de calidad definidas en la ficha de activo.

La oficina de gobierno de datos llevara registro de las incidencias de calidad de
datos.

En caso de que una incidencia requiera de una iniciativa para su resolucion se
debera escalar las situaciones al Consejo de Gobierno.

Las iniciativas de calidad de datos, en caso de ser autorizadas por el consejo de
gobierno de datos, seran atendidas a través de la conformacion de una mesa de
trabajo o a través de mantenciones dependiendo del esfuerzo que la iniciativa
requiera.

9.5 Politica de Integridad de la informacion

El proposito de esta politica es asegurar que los datos de ChileCompra tengan un alto
grado de integridad y que los elementos de datos permitan la integracion de estos entre
los diferentes sistemas, unidades funcionales de la organizacidn y otras entidades



gubernamentales que lo requieran de acuerdo con lo sefialado en la Ley 21.180 de
transformacién digital y normas de seguridad de la informacion.

9.5.1 Operacion de la integridad de la informacion

e Los datos sobre los cuales sera supervisada la integridad seran aquellos que sean
definidos como Activo de datos.

e Para asegurar la integridad de los datos en los procesos de ChileCompra, cuando
existan procesos de sincronizacion entre sistemas, se contemplara la siguiente
regla de precedencia:

1. Datos adquiridos mediante convenios u otros mecanismos provenientes de
fuentes oficiales de informacién de érganos del estado como: Sii y Registro
Civil, entre otros.

2. Datos cuya fecha de actualizacion sea mayor.

3. Datos provenientes de un sistema o repositorio maestro.

4. Datos que cumplan con reglas de calidad, estructura y completitud definidas
por el custodio.

e La replicacion o distribucion de informacidn entre sistemas maestros y esclavos,
debe estar de acuerdo con la estructura y formato definidos en el sistema
maestro.

9.6 Politica de activos de datos (Entidades Activo)

De acuerdo con la metodologia DAMA, la cual es la principal fuente de buenas practicas
de gobierno de datos usada para la construccion de este marco normativo, una entidad
es un conjunto de datos acerca de algo que la institucion considere relevante, digno de
capturar y custodiar. Estas entidades almacenan informaciéon como: Quién (usuarios
compradores, usuarios vendedores), Cémo, Cuando (fecha envio de una orden de
compra (OC), fecha aceptacién), donde (Sucursal, Regiones), por qué (politicas) o forma
(herramientas o documentos). La definicion de datos no se limitara a informacion que
ha sido digitalizada y los principios de gestion de datos se aplican tanto a aquellos
recogidos tanto en papel, bases de datos, u otros formatos digitales.

9.6.1 Conceptos que considerar para la politica de entidades activo

A. Gestion del ciclo de vida de los datos
Los datos tienen un ciclo de vida y la gestién de las entidades requiere por tanto
gestionar también su ciclo de vida, este ciclo puede ser complejo ya que a lo largo del
ciclo de vida los datos crean nuevos datos y se debe tener el control sobre cémo estos
son creados, almacenados, purgados, usados y mejorados.

Data Lifecycle Activities

Dispose of

Figura 2: Actividades del ciclo de vida de datos



a) Creacion: Lugar o forma en la que se origina la informacion relacionada con la
entidad.
b) Procesamiento: Estados por los que pasara la entidad durante su ciclo de vida,
los cuales estaran presentes en uno o muchos sistemas.
c) Almacenamiento / Persistencia: Como y por cuanto tiempo sera almacenada
la informacion y los mecanismos que se aplicaran para su auditabilidad.
d) Uso: Es la utilidad que se le da a la entidad.
e) Purga: Eliminacion de los datos, cuando no es requerido su almacenamiento o
por disposiciones legales deben ser eliminados.
f) Mejora: Corresponde a el enriquecimiento que se pueda hacer sobre los datos
para aumentar su valor (transformar en informacién, por ejemplo).
Para que una entidad activo pueda ser gobernada, su custodio, apoyado por el equipo
técnico cuando se requiera, debera levantar el ciclo de vida de dicha entidad. Este
levantamiento implicara la definicién de las politicas de retencién de informacion (cuanto
tiempo se mantiene en linea) y trazabilidad (controles asociados a la manipulacion de la
entidad). Ambas definiciones, retencion y trazabilidad, deberan ser autorizadas por los
organos técnicos (Tecnologias de la Informacién, Seguridad de la Informaciéon y
Estudios) considerando la aplicabilidad, cumplimiento normativo y costos implicados en
el almacenamiento.

B. Valoracién de los datos como activos
El valor es la diferencia entre el costo y el beneficio generado por un bien o servicio, esta
misma definicion puede ser aplicada a los datos. Dado que los datos de cada organizacion
son Unicos para si, el enfoque de valoracion de activos sera diferente y particular para
cada una. En el caso de la Direccién ChileCompra todos los datos asociados a compras
publicas son valorados bajo la denominacion de activos, independiente del formato en
el cual estos sean almacenados (documentos o bases de datos).

Algunas categorias generales para la valoracién de los activos son:

e Costos de obtener y almacenar los datos

e Costo de reemplazar los datos si estos se pierden

e Impacto en la Organizacion si faltaran los datos

e Impacto en otras entidades de datos

e Costo de la mejora de los datos

e Beneficios de mayor calidad

e Beneficios de enriquecer los datos.
Al momento de definir una entidad como activo se deberd determinar la valoracion de
la entidad basada en al menos dos de las categorias anteriores.

Operacion de Entidades Activo
e Las Entidades, para ser administradas e incorporadas al gobierno de datos deben

ser primero clasificadas como activos.

e Para determinar si una entidad sera clasificada y administrada como activo, el
consejo de gobierno solicitard al encargado de gobierno de datos la preparacién
de los capitulos 1 y 2 del documento “Definiciéon de Entidad Activo”.

e El documento “Definicién de Entidad Activo considerara los siguientes capitulos:

Definicion de la entidad

Impactos de la Entidad (valoracién)

Definicion de Custodio

Definicion del ciclo de vida de la entidad (estados, etapas, plan de respaldos

y recuperacion ante desastres)

5. Criterios de Calidad

6. Atributos de la entidad

e Si la entidad es aceptada por el Consejo de Gobierno de datos se definird un
custodio de datos, el cual sera propuesto en base al dominio al cual pertenezca
la entidad.

e Una vez definido el custodio, este debera levantar los componentes 4, 5y 6 del
documento “Definicion de entidad Activo”, para esto se deberd apoyar en el
encargado de gobierno de datos y profesionales técnicos.

e Dependiendo de la envergadura o desconocimiento de la entidad, es posible que
sea necesario levantar una mesa de trabajo para completar los puntos 4, 5y 6.

hWbNE



Definida la entidad las primeras tareas del custodio seran las siguientes:
1. Generar documento “Situacion actual y esperada de la entidad”
2. Generar Documento “Plan de mejoras a la entidad”.

10. MARCO LEGAL REGULATORIO Y NORMATIVO

a)

b)

<)

d)

e)

Ley 19.886 de Compras Publicas: Regula las contrataciones de bienes vy
servicios de las instituciones de la administracion del Estado, incluidos
ministerios, las intendencias, las municipalidades, los hospitales publicos, las
Fuerzas Armadas y de Orden y Seguridad, las universidades estatales, los
servicios publicos descentralizados y la Contraloria General de la Republica, entre
otras. Cada uno de estos organismos es el responsable de sus procesos
licitatorios, los que deben realizarse a través de la
plataforma www.mercadopublico.cl, administrada por la Direccién ChileCompra.

Ley 21.634 que moderniza la ley n° 19.886 y otras leyes, para mejorar la
calidad del gasto publico, aumentar los estandares de probidad y transparencia
e introducir principios de economia circular en las compras del Estado.

Ley 19.628, Ley de Proteccion de la Vida Privada: Establece un conjunto de
principios y derechos relativos al manejo de datos personales en el pais que
puede exigir un titular de datos personales a quien posea o administre un registro
de estos, junto con reglas de aplicacion general para el manejo de datos
personales por el sector publico y privado, en torno al resguardo de Ia
confidencialidad de esa informacién.

Ley 20.285, sobre Acceso a la Informacion Publica (Ley de
Transparencia): Crea un régimen de transparencia para las actividades del
Estado, con obligaciones de transparencia activa, que debe efectuarse a través
del sitio web de cada organismo publico afectado; y pasiva, consistente en los
datos que puede requerir cualquier persona a estos organismos, en la medida
gue no afecte otros derechos e intereses establecidos en la ley, como la seguridad
del Estado o la privacidad de terceros, de manera tal que no se afecte la
confidencialidad de la informacién en juego.

Ley de Transformacion digital 21.180: impulsa que el ciclo completo de los
procedimientos administrativos de todos los 6rganos de la Administracion del
Estado sujetos a Ley de Bases de Procedimiento Administrativo (19.880), se
realice en formato electrénico. Esto permitird otorgar mayor certeza, seguridad
y velocidad en la entrega de servicios a las personas, junto con una mayor
transparencia de los procesos y actuaciones del Estado en su relacion con los
ciudadanos.

11. GLOSARIO

a)

b)

d)

e)

Titular de los datos: persona natural a la que refieren los datos de caracter
personal o sensible.

Tratamiento de datos: es cualquier operacidon, o conjunto de operaciones,
procedimientos técnicos, que permiten recolectar, almacenar, grabar, organizar,
elaborar, seleccionar, extraer, confrontar, interconectar, disociar, comunicar,
ceder, transferir, transmitir o cancelar datos de caracter personal, o utilizarlos de
cualquier forma.

Principio de licitud: Consiste en que solo es posible tratar datos de caracter
personal cuando exista autorizacion legal, ya sea de la propia Ley N°19.628 o de
otras normas de igual rango.

Principio de calidad de los datos: Consiste en que los datos tratados deben
ser exactos, adecuados, pertinentes y no excesivos, y deberd ser observado
durante la recogida y posterior tratamiento de los datos, incluyendo la purga o
eliminacion.

Deber de informacion: Los Organismos de Administracion del Estado estan
obligados a informar a su titular acerca de la identidad del 6rgano responsable
de la base de datos, de la finalidad perseguida con el tratamiento de la
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f)

g)

h)

informacion, de la posible comunicacion a terceros y de los derechos que pueden
ser ejercidos por ellos.

Principio de seguridad: El responsable de los registros o bases donde se
almacenen datos personales, con posterioridad a su recoleccidon, debera cuidar
de ellos con la debida diligencia, haciéndose responsable de los dafios. Por tanto,
los OAE deberan aplicar medidas de seguridad, técnicas y organizativas que
garanticen la confidencialidad, integridad y disponibilidad de la informacién.
Principio de confidencialidad o secreto: Las personas que trabajan en el
tratamiento de datos personales o tengan acceso a éstos de otra forma (como
aquellos funcionarios publicos autorizados para el acceso a bancos de datos de
los organismos respectivos), estan obligadas a guardar secreto sobre los mismos,
cuando provengan o hayan sido recolectados de fuentes no accesibles al publico,
como asimismo sobre los demas datos y antecedentes relacionados con el banco
de datos, obligacién que no cesa por haber terminado sus actividades en ese
campo.

Deber de proteccion especial de los datos personales sensibles: Consiste
en la prohibicion general de tratamiento de datos personales sensibles, salvo
cuando una disposicidn legal lo autorice, exista consentimiento del titular o sean
datos necesarios para la determinacion u otorgamiento de beneficios de salud
que correspondan a sus titulares.

Iniciativa de gobierno de datos: Proyectos de intervencion de datos que
requieren de recursos (tiempo, RRHH, costos) y que deben ser autorizados por
el consejo de gobierno de datos.

12. REVISION Y DIFUSION DE LA POLITICA DE GOBIERNO DE DATOS

La politica de gobierno de datos, asi como aquellas politicas especificas y/o documentos
que se desprendan de ésta, se revisaran con periodicidad anual por la oficina de gobierno
de datos. En el caso de que se realicen modificaciones seran aprobadas por el consejo
de gobierno de datos, La difusién de esta politica serd de caracter obligatorio y sera
difundida a toda la institucién y partes interesadas, a través de su publicacién en el
Sistema de Gestién Institucional y comunicada por los medios que ChileCompra estime
convenientes.”
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